October 16, 2009

To:

Cec:

Marlene H. Dortch, Secretary

Federal Communications Commission
445 12" S, S.W,

Suite TW-A325

Washington, D.C 20554

Certification of CPNI Filing — September 30, 2009
In EB Docket No. 06-36
EB-06-TC-060

Dear Ms. Dorich,

Transmitted herein in accordance with the Commission's REPORT AND ORDER AND
FURTHER NOTICE OF PROPOSED RULEMAKEING FCC 07-22 released on April 2, 2007
and effective December 8, 2007 is the customer proprietary network information (CPNI)
Compliance Centificate for Data Net Systems, L.L.C. (Data Net Systems). As instructed in EB
Docket No. 06-36, Paragraph 64.2009(e) of the Commission’s Rules, and consistent with section
222 of the Communication and accompanying CPNI Statement. This certification and statement
represent Data Net Systems’ CPNI compliance activities for the year ended December 31, 2008,

Please accept our apologies for the late filing of our CPNI certification. Although the CPNI

policies are currently in effect and enforced, Data Net Systems had a change in personnel that left
us unaware that the CPNI certification was an annual filing.

Please contact me at (224) 764-3125 ext. 103 with any questions you might have.

Sincerely,

Michael 8, Vitale
President
Data Net Systems, LLC.

Best Copy and Printing Inc. (BCP1), fee/@bepiweb.com
Carbon Copies via e-mail

Attchements



Annual 47 C.F.R. § 64.2009(¢) CPNI Certification
ERB Docket [
Annual 64.2009%¢) CPNI Certification for 2008
Date filed: October 16, 2009
Name of company covered by this certification: Data Net Systems, L.L.C.
Form 499 Filer ID; 821956
Name of signatory: Michael Vitale
Title of signatory: President

I, Michael Vitale, centify that | am an officer of the company named above, and acting as an agent of the
company, that | have personal knowledge that the company has established operating procedures that are adequate
to ensure compliance with the Commission’s CPNI rules. See 47 C.F.R. § 64.2001 ef seq.

Attached to this certification is an accompanying statement explaining how the company’s procedures
ensure that the company is in compliance with the requirements set forth in section 64.2001 ef seq. of the
Commission's rules.

The company has not taken any actions against data brokers in the previous year. We are aware that
companies must reporn on any information that they have with respect to the processes pretexters are using to

attempt 1o access CPNI , and what steps companies are taking to protect CPXIL

The company has not received any customer complaints in the past year concerning the unauthonzed
release of CPNIL

Sincerely,
Michael L. Vitale
President




CPNI STATEMENT

Certification of CPNI Filing — October 16, 2009

EB Docket No. 06-36
EB-06-TC-060

Data net Systems, L.L.C. (Data Net Systems) has established operating procedures that ensure compliance
with the regulations of the Federal Communications Commission (FCC) regarding the protection of
customer proprietary network information (CPNI).

Data Net Systems has implemented internal procedures to educate and train employees about CPNI and
the disclosure of CPNI. Data Net Systems has established disciplinary procedures for any employee that
wrongfully discloses CPNI. Data Net Systems also ensures that vendors that have access 1o customer
CPNI are aware of the CPNI rules.

Data Net Systems does not use CPNI without customer notification as set forth by the FCC in 47 U.S.C.
§222, and 47 C.F.R §§ 64.2001 through 64.2011. Data Net Systems provides either and opt-in notice or
an opt-out notice when appropriate and maintains the customer’s choice. Therefore the customer's
approval status can be determined prior to usc of CPNIL.

Data Net Systems maintains records, of their own and their affiliates’, sales and marketing campaigns that
use CPNI. Also, Data Net Systems maintains records cach time third parties are allowed to access CPNL
These records include a description of each campaign, the specific CPNI used, and which products and
services were offered. These records are retained for a period of at least one year.

Data Net Systems requires sales personnel to obtain supervisor approval of all outbound marketing
requests for customer approval and maintains records of compliance for at least one year.

Data Net Systems will provide written notice within five (5) business days to the FCC for any instance
where the opt-out methods do not work properly; to such a degree that the customer’s inability to opt-out
is more than an anomaly.

Data Net Systems will electronically notify the United States Secret Service (USSS) and the Federal
Bureau of Investigations (FBI) though a central reporting facility no later than seven (7) business days
afier a reasonable determination of a breach of its customers’ CPNI.



